
Learn more about Sophos 
Network-in-a-Box:
sophos.com/network-stack

What you get when you choose 
Sophos Network-in-a-Box 
An all-in-one network solution, 
managed from a single cloud 
console.

Each bundle includes:

 Ì Sophos XGS Series firewall 
appliance with an Xstream 
Protection bundle

 Ì Sophos AP6 Series access 
point (one or more) with 
Support.

 Ì PoE-capable Sophos Switch 
(one or more) with Support

Network-in-a-Box 
Five hand-picked bundles:

SD-Branch Network-in-a-Box

 Ì Remote Office/Retail
 Ì Branch Office
 Ì Power Branch Office

Headquarters Network-in-a-Box

 Ì Headquarters (HQ)
 Ì Power HQ

Sophos Network-in-a-Box provides all the network protection you need from a single vendor, managed from a 
single cloud console, with solutions that work better together to block active threats and automatically isolate 
potentially compromised devices.

Sophos Network-in-a-Box
Everything you need to secure your 
network easily and affordably.

Solution Overview

What is Network-in-a-Box?
YOUR ALL-IN-ONE NETWORK SOLUTION

Sophos Network-in-a-Box bundles take the guesswork out of network deployment. Whether you 
need to outfit your retail chain or equip a mid-sized business, Sophos has the perfect bundle. 
We’ve hand-picked the optimal hardware and software components to address common network 
security and connectivity needs while still giving you the flexibility to customize the bundle to your 
exact requirements. 

Each Network-in-a-Box bundle includes a powerful firewall with comprehensive security services, 
plus one or more high-performance switches and wireless access points complete with our 
support and services package — everything you need to build a secure, reliable network. 

Key benefits
1  |  NETWORK VENDOR CONSOLIDATION

Desired Outcome: A holistic approach to wired and wireless networking.

Solution: Having network infrastructure from multiple vendors makes security management 
unnecessarily complex, slows down troubleshooting, and can increase costs. Sophos technology 
across your firewalls, access points, and switches optimizes day-to-day security management 
and operations and can help to make your budget go further.

2  |  STREAMLINED MANAGEMENT

Desired Outcome: Focus on your business instead of administration.

Solution: Sophos Central is a cloud-based, AI-powered platform that consolidates all your 
Sophos security solutions into a single pane of glass. By centralizing management, you reduce 
the number of consoles your team needs to monitor while unlocking advanced cross-product 
capabilities like Active Threat Response — enabling automated isolation of compromised devices 
across your network.

3  |  POWERFUL SECURITY

Desired Outcome: Ultimate protection for your network.

Solution: The Sophos Firewall Xstream Protection bundle provides comprehensive network 
security. It includes industry-leading threat protection, SD-WAN orchestration for easy multi-site 
connectivity, and regular enhancements that increase its value over time at no extra cost.

For information about all network products, see sophos.com/network

https://www.sophos.com/en-us/trials-and-offers/network-in-a-box
https://www.sophos.com/en-us/products/network


Sophos Network-in-a-Box Bundles
Sophos Network-in-a-Box bundles are tailored to specific usage scenarios. While we’ve selected the most 
frequently purchased models, we also understand that every environment is unique. Your local Sophos 
partner can guide you through the sizing process to ensure that you have the firewall, switch, and access 
point(s) to suit your individual needs.

SD-Branch Network-in-a-Box

Remote Office/Retail Hardware

Firewall: choose between two desktops models XGS 88 or XGS 108
XGS 88: 4 x 2.5 GE
XGS 108: 6 x 2.5 GE, 1 x 1 GE SFP
Switch: CS101-8FP
8-port PoE-capable access layer switch (8 x 1 GE, 2 x 1 GE SFP), 110W power budget
Access Point: AP6 420 (Wi-Fi 6)
Dual-radio (2.5/5 GHz), desktop/wall/ceiling mount 

Branch Office Hardware

Firewall: Desktop appliance XGS 118
9 x 2.5 GE, 1 x 1 GE SFP, expansion bay for optional 5G module*

Switch: CS110-24FP
24-port PoE-capable access layer switch (24 x 1 GE, 4 x 1/10 GE SFP+), 410W power budget
Access Point: AP6 420 (Wi-Fi 6)
Dual-radio (2.5/5 GHz), desktop/wall/ceiling mount

Power Branch Office Hardware

Firewall: Choose between two desktop models XGS 128 or XGS 138
XGS 128: 9 x 2.5 GE, 1 x 1 GE SFP, expansion bay for optional 5G module*

XGS 138: 2 x 2.5 GE with PoE, 2 x 1/10 GE SFP+, expansion bay for optional 5G module*

Switch: CS110-48P
48-port PoE-capable access layer switch (48 x 1 GE, 4 x 1/10 GE SFP+), 410W power budget
Access Point: AP6 420E (Wi-Fi 6)
Tri-radio (2.5/5/6 GHz), desktop/wall/ceiling mount

Headquarters Network-in-a-Box

Headquarters (HQ) Hardware

Firewall: Choose between two 1U models XGS 2100 or XGS 2300
XGS 2100/XGS 2300: 8 x 1 GE, 2 x 1 GE SFP
Switch: CS110-48P x 3
48-port PoE-capable access layer switch (48 x 1 GE, 4 x 1/10 GE SFP+), 410W power budget
Access Point: AP6 840 (Wi-Fi 6) x 3
Dual-radio (2.5/5 GHz), desktop/wall/ceiling mount

Power HQ Hardware

Firewall: Choose between two 1U rackmount models XGS 3100 or XGS 3300
XGS 3100/XGS 3300: 8 x 1 GE, 2 x 1 GE SFP, 2 x 1/10 GE SFP+
Switch: CS110-48P x 6
48-port PoE-capable access layer switch (48 x 1 GE, 4 x 1/10 GE SFP+), 410W power budget
Access Point: AP6 840 (Wi-Fi 6) x 6
Dual-radio (2.5/5 GHz), desktop/wall/ceiling mount

Security Services and 
Support for all Bundles

Sophos Firewall Xstream Protection bundle
Includes: Base License, Network, Web, DNS, and Zero-Day Protection, Central Orchestration, integrated ZTNA gateway, 
Active Threat Response (in combination with Sophos XDR/MDR or third-party threat feeds), Enhanced Support
Sophos AP6 Wireless and Sophos Switch: Support and Services

* 5G module not available in Japan
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